Always type verified URL
of the bank in the address

bar of your browser.

Scan your computer
reqularly with Antivirus.

Change your Internet
Banking password
reqularly.

Always check the last
log-in date and time.
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Do not click on any
links in mail/message
to access the site.

Do not download any
unwanted apps on the
advise of unknown

pPersons.
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Avoid e-mail/SMS/phone
call promising reward for
providing your personal
information or updating

your account details in
the bank site.

Avoid accessing Internet
Banking accounts from
Public WiFi, free WiFi,
cyber cafés and shared
PCs.



